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How Sell ers Can Be Pr

Companies preparing themselves for sale have a very | ong
They know prospectaivee skkyy smns tdoaregy riannktake steps to reso
beforehand and smooth the terrain. They know buyers pré
can get their financials and company documentation in ol
bright I|lights of the due diligence process. They know t
credibility and value.

%

You can spot the key advantage: the ability to be proact

Like never before, being respo@mscphbegr psoaciti vy howcsedies

the followi-ngachiom &6flabssimegs and | T |eader s:
T 53% have had an M&A deal put into jeopardy by a crliti

T 65% have had regrets over an M&A deal due to cyber| se

EVERY organization, no matter how mature, has cyber

C

C

guestion for sellers going into M&A is whether thos iS¢
budget, and priority, or whether they cede control t!
the valuati on.

The increasing population of buyers who have had a [bad
caution in this area, and higher expectations in du di
data breach, a negative may be turned into a positi e .
Anot her 26a® M&Aveyofessionals found that 86% woul df red
had suffered a data breach. However, 88% said the al u
company <could demonstrate that they had responded o t
afterward to prevent further 1issues.
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Thi s represents a mat ur e ; . ‘\
management . Sellers ca-

maxi mi zing their C fr euchi

organization.

Once a buyer acquire

skeletons in t he cl dss e

probl em, especially i n

opinion. & Theambéuweltl b

t he headlines, and wha

read as poor risk mana

t he sell er wi || i nstea S
buyer. Whet her the bu)

the brand or | eave it i

mar the ®d®&psestoeptibon ar 4

ROI .

- Do& harm the bra
- Do@ scuttle the

Reduce Surprises

E

The great -f#amBox ttaxyk i s the excitement of cranking th

knowing that at any moment, the whole thing is going to
Operating with <critical cyber security wvulnerabilitlies
mal ware infection wil.l create operational | oss and [negeé
M&A transaction, buyers are expected to seize upon |t he
proceed at al | . Sellers can easily give away all of

themselves on the eve of the acquisition process.

Buyers ar e rightfully cautious about pro
transaction as wel | . Among organigZzat.i
substanti al data breach (10,000+ record
breach withi®nThtivso iyseawlsy buyers pll ace

Sell ers can importance 0@hi Isielyl etre demonstr at tF
al | of t he nrcecblaems have been addressed: it re
t hat they down t he road.
year s t o cCr e The cue diligence process is paifpful
Entering the process with a receint]l )
themselves on security risk assessment, al ong i th
O IR O (R WMo lMINY - 2cent risk mitigation actions, han
process entirely. It reduces anxiety an pr

area of strength.

3 2018 Pone&dOmstl naft ia ubaeta Breach Study
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Contr ol t he Schedul e

E

I f the risk tolerance of the seller is different from t
the two. The buyer may choose to phase in those correc
the acquisition, or they may be set as prerequisites fc
timed to the convenience of the seller.

I n the meanti me, however, the seller stildl runs things
trusted vendors and support personnel, and stil!] have 1t

| mpl ementing cyber ri sk mitigation actions actually}] ser
safeguard the intellectual property, sensitive dat a an
creative thieves. They can also bring process i mpragvem
pl anning.

Since sellers are I|likely to pay for these correctiolhs a
nothing el se), taking action before entering the A
actually appreciate those benefits.
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